
Privacy Policy 

 

With respect to maintaining the confidentiality of customer data. We respect the 

desire of everyone to remain anonymous and take all necessary measures to protect 

the personal information of customers. Any personal information provided by the 

client is used only to place an order for services and provides conditions for their 

renewal. 

 

 

 

1. Collection of personal information 

When registering on the company's website, we ask you to provide personal 

information to the extent necessary for the provision of services. We offer 

ourselves the right to exclude additional personal information if necessary. 

Cookies. When placing users on the site, we send one or more cookies to your 

computer or other device. Cookies are used to improve the quality of food: user 

settings. 

Visit Information – Information about visits is automatically recorded. These logs 

are reporting information: request to the server, visitor IP address, visitor 

information, date and time of the request. 

Sale of services on partner sites - some of the services we offer are carried by other 

sites. The personal information you provide to such sites may be shared with us in 

order to provide those services. We calculate information about such a form in 

accordance with this privacy policy. 

“Newterabyte” may process personal information about servers in all  countries.  

 

2. Providing access to information 

We found access to the personal data of other companies and appearance, only 

within the following limits of the identified signs: 

 

We have your permission for this. Your confirmation is required for the transfer of 

any confidential information. 



The registry requires that information about the registrant's domain names be 

published in the whois system. In connection with this address, name, patronymic, 

address, zip code, telephone, e-mail 

For this you need: 

1. receiving any possible results, rulings, confirmations of the legal process or a 

valid request from public authorities; 

2. identification of identified cases of service delivery, including case detection; 

3. detection and prevention of fraudulent activities, as well as solutions to security 

problems and coverage of problems; 

4. protection from discovery of the consequences of the occurrence of a danger to 

the decisions, property or safety of “Newterabyte”, the provider's customers or 

claims, as required or permitted by law. 

 

3. Information security 

We accept all necessary games to protect customer data from unauthorized access, 

modification, security or protection. These measures include, in particular, 

verification of the processes for collecting, storing and processing data and security 

measures, including encryption and measures to ensure the physical security of 

data to prevent unauthorized access. 

 

 

4. Access to personal information and its updating 

We do our best to choose to access the personal data we have and either correct it 

if it is not correct, delete it upon request, unless its retention is not required or does 

not contain legitimate business authorities. Before processing documents, we ask 

users to verify their identity and the information they want to receive, correct or 

delete. 

 

 

5. Changes to this privacy policy 

This privacy policy is subject to change from time to time. Changes to privacy 

watchdogs are posted on this page. 


